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Drone operations categories: the open category provides the 
potential for misuse of drones near/at aerodromes
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Restrictions on drone operations in the open category
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Example: drone incident at Frankfurt Airport

02.03.2020
Drone sightings

▪ 10:30 GMT 
Arrival section between RWY 25L and 25C

▪ 11:00 GMT 
Close to RWY 25L

▪ 11:13 GMT 
Close to RWY 18

▪ 11:28 GMT 
Arrival section of RWY 25L

→ Effect: Stop of operations  10:30-12:00 GMT

Drone sightings

▪ 14:36 GMT 
Arrival section RWY 07C

→ Effect: Stop of departures 07 for 30 minutes

Impact on air traffic
▪ 57 re-routings
▪ 72 cancellations
▪ 9700 passengers affected by the 

cancellations
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Regulatory context (unauthorised) drones:

Airport Security

+

Aerodrome safety

Air Operations 
+

UAS operations

UTM + 

Air Navigation 
Services

Law Enforcement 
Authorities (LEA)

The hybrid nature of the 
threat (safety and security), 
requires that the law 
enforcement perspective is 
considered and integrated 
into the management of 
drone incidents. 
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Publication on 8 March 2021

“The root problem here is that these activities are unauthorised, and
therefore by definition take place in ignorance or avoidance of the rules
that have been defined for safe drone operations,” said EASA Executive
Director Patrick Ky. “Our aim is to offer guidance and best practice advice
to help aerodrome operators to prepare for such incidents and take the
right steps when they occur, so as to minimise the extent of the disruption
while ensuring that aviation operations remain safe.“



EASA provides first comprehensive document: Drone Incident 
Management at Aerodromes 

Publicly available
Introductory

For Official Use Only  - Need to know basis -
Guidance & Practical tools
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Part 1: The challenge of unauthorised drones in 
the surroundings of aerodromes:

This public part covers the following:

→ Introduction and context.

→ The challenge posed to civil      
aviation by drones.

→ EASA´s Counter- UAS Action Plan

→ Audience and scope of guidance & 
recommendations.

→ Categories of drone incident 
offenders.

→ Regulatory context.



Part 2*: guidance for 10 phases for Before – During - After

*sensitive material made available on a need to know basis for “Official use only”



Part 2*: guidance for 10 phases: Before – During - After

*sensitive material made available on a need to know basis for “Official use only”

Prepare aerodromes to mitigate risks 
from unauthorised drones use.

→ Risk assessment taking into account airport 
security aspects; 

→ Information gathering for a potential drone 
incident (including detection methods);

→ Sharing of information and decision-
making during incidents;

→ Coordination of responses and learning 
from incidents; and

→ Personnel training and public awareness 
campaigns. 
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Part 3* Overview of resources and tools (1/2)

Annex 3.1 - Resources for the information phase.

Annex 3.2 - Drone Incident Management flow 
chart.

Annex 3.3 - Assessment of the consequences of 
collisions of manned aircraft with drones.

Annex 3.4 - Suggested Methodology for local risk 
assessment.

Annex 3.5 - Identification and verification, threat 
assessment forms.

*sensitive material made available on a need to know basis for “Official use only”
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Part 3* Overview of resources and tools (2/2)

Annex 3.6 - Threat Zones and ATC response.

Annex 3.7a - Advice for procurement and testing 
of technological C-UAS solutions.

Annex 3.7b - Overview of technological C-UAS 
solutions.

Annex 3.8 - Guidance for the Initial response to a 
drone incident by first responders.

Annex 3.9    Tools for occurrence reporting and 
incident analysis

*sensitive material made available on a need to know basis for “Official use only”
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The Incident Management of the safety issue is described in 
terms of the SMS framework: 
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Interfaces of threat/ risk owners requires collaboration by all actors 
to protect the airport:
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